
Patrik Štanga
Information Security Officer

  patrik.stanga1980@gmail.com

  Europe/Bratislava Timezone

  patrik-stanga.github.io/online-cv/

  patrik-stanga

  Resume PDF

EDUCATION
Bc. Univerzita Mateja Bela - Banská Bystrica

LANGUAGES

Slovak (Native)

English (Professional)

INTERESTS

Mountain biking

Snowboarding

Home LAB (services running on dockers, kubernetes)

Enthusiastic and self-motivated professional with expertise in Network Security, backed by CompTIA Security+ and Cisco
Network Security certifications. Demonstrated track record of success in Information Technology roles, specializing in
network administration, troubleshooting, and security operations. Strong analytical and problem-solving skills, with a
passion for staying updated with the latest technologies and best practices in cybersecurity.

DXC Technology

• Maintaining the Information Security Management System based on the ISO IEC 27001 standards. 
• Monitoring security incidents and referring the security event to the customer. 
• Implementing controls that minimize threats and vulnerabilities. 
• Conducting the periodic internal security audit. 
• Reviewing and updating network security policies and procedures. 

 CAREER PROFILE

 EXPERIENCES

Information Security Officer at DXC Technology April 2022 - Present
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AT&T

• Maintaining the Information Security Management System based on the ISO/ IEC 27001 standards. 
• Monitoring security incidents and referring the security event to the customer. 
• Implementing controls that minimize threats and vulnerabilities. 
• Conducting the periodic internal security audit. 
• Reviewing and updating network security policies and procedures. 

DXC Technology

• Member of Nokia WAN Network Team responsible for WAN optimization from standardized, non-standard or fully
customized solutions. (Validation, design, implementation and maintenance)

DXC Technology

• responsible for network service delivery to European Commission as a customer ( STESTA - Secure Trans European
Services for Telematics between Administrations) 
• ensuring that network is secure according to the policies defined by customer 
• responsible for physical security perimeter ACS, GenSet, CCTV, Secure Racks, IDS 
• applying security policies within security domain and providing security awareness 
• ensuring that network and IT systems are properly hardened in compliance with security policies 
• providing security Incident management reports for a security incident 
• ensuring the correct implementation of the security controls 
• monitoring security incidents and referring the security event to the customer 

Hewlett Packard Enterprise

• responsible for network service delivery to European Commission as a customer ( STESTA - Secure Trans European
Services for Telematics between Administrations) 
• ensuring that network is secure according to the policies defined by customer 
• managing military-based PKI Infrastructure running Secunet SINA technology based on BSI standard 
• responsible for physical security perimeter ACS, GenSet, CCTV, Secure Racks, IDS 
• applying security policies within security domain and providing security awareness 
• ensuring that network and IT systems are properly hardened in compliance with security policies 
• providing security Incident management reports for a security incident 
• ensuring the correct implementation of the security controls 
• monitoring security incidents and referring the security event to the customer 
• conducting the periodic security audit 
• oversee the management of security keys and certificates 

Hewlett Packard Enterprise

• implementation and network support for Orange Business Services/Hewlett Packards sTESTA project 
• management of multi-vendor network devices (routers, switches, firewalls, packet shapers, VPN devices) 
• acting also as SOC Security Officer deputy, ensuring day to day security of sTESTA during the absence of SOC Security
Officer. (manage security events and security incidents, preparing the Security Incident Management Report for a security
incident, ensuring the correct implementation of the security controls, monitoring security incidents, conducting the
periodic security audit, referring the security event to the Security Manager, oversee the management of security keys and
certificates.)

Soitron

• implementation and network support for Orange Business Services/Hewlett Packards sTESTA project 
• management of multi-vendor network devices (routers, switches, firewalls, packet shapers, VPN devices) 

Information Security Officer March 2018 - March 2022 (4 years 1

Network Implementation Engineer December 2017 - February 2018 (3

Information Security Officer April 2017 - November 2017 (8

Information Security Officer February 2016 - March 2017 (1 year 2

Information Security Officer Deputy December 2010 - January 2016 (5 years 2

Network & Security Admin February 2007 - November 2010 (3 years 10

 CERTIFICATIONS

CompTIA Security+ (SY0-601)



Riverbed

Switches

Incident Management

Routers

Security

Troubleshooting

Network Administration

Information Technology

Network Design

Firewall Security

Network Security

Security Operations

Basic Soft Skills at Soitron a.s

Certificate II in Information Technology ICA20199 - (Sydney, Australia)

Cyber Defence Monitoring - NATO Cooperative Cyber Defence Centre of Excellence (Tallinn, Estonia)

IT Systems Attack and Defence - NATO Cooperative Cyber Defence Centre of Excellence (Tallinn, Estonia)

Project management at Soitron a.s

UNIX introduction at Soitron a.s

Slovak National Security Agency “NATO Confidential” security clearance

CompTIA (COMP001022448214)

CCNA Routing and Switching (640-802)
Cisco (CSCO11449516)

CCNA Security (210-260)
Cisco (CSCO11449516)

Certified SINA VPN Advanced
Secunet Security Networks AG

Certified SINA VPN Basics
Secunet Security Networks AG

 COURSES

 SKILLS


	Patrik Štanga
	Information Security Officer
	EDUCATION
	Bc. Univerzita Mateja Bela - Banská Bystrica

	LANGUAGES
	INTERESTS
	CAREER PROFILE
	EXPERIENCES
	Information Security Officer at DXC Technology
	Information Security Officer
	Network Implementation Engineer
	Information Security Officer
	Information Security Officer
	Information Security Officer Deputy
	Network & Security Admin

	CERTIFICATIONS
	CompTIA Security+ (SY0-601)
	CCNA Routing and Switching (640-802)
	CCNA Security (210-260)
	Certified SINA VPN Advanced
	Certified SINA VPN Basics

	COURSES
	SKILLS
	Riverbed
	Switches
	Incident Management
	Routers
	Security
	Troubleshooting
	Network Administration
	Information Technology
	Network Design
	Firewall Security
	Network Security
	Security Operations



